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Section 1: Understanding the Nature of Risk
Defining Risk

What do you think of when you hear the word risk? Perhaps you immediately associate negative connotations with the word. Or perhaps you have dabbled in the investment world and reward comes to mind. Do you think something bad is about to happen? Or do you see an opportunity to achieve something better than the current state? Maybe you have a different take on the word risk altogether. Regardless, your perception toward risk and your understanding of its meaning will dictate consciously or subconsciously certain aspects of your approach to risk assessment.

Creating a Balanced Risk Mindset

It is important that your mindset toward risk is properly calibrated. If it is too heavily weighted toward the negative consequences, the results will likely overestimate the impact and likelihood of risk factors and position you as narrow minded and lacking in vision in the minds of your stakeholders (see figure 1.1). If you lean too far in the other direction and are too tolerant of risk, your perception of risk will not align with the organization and you may fail to identify potentially significant negative consequences (see figure 1.2). Either way, you are likely to be seen as either incompetent or lacking in credibility to some degree if your risk mindset is not balanced in regard to positive opportunities and negative threats (see figure 1.3). Both will constrain your ability to create value for your organization.

Everyone intuitively knows that risk itself is neither good nor bad. It presents both opportunities and consequences or threats, but people often tend to focus first on the negative aspects. Organizations must take some risk to grow and stay healthy—sometimes even to survive. As auditors, we must have an appropriate view of the nature of risk, know what it means to an organization, and recognize that it rightfully exists. This is essential to effective risk assessment. It could be stated that the primary role of management is to invest assets (put them at risk) to achieve objectives. Risk is useful to an organization; therefore, the goal should be to optimize risk, not eliminate it.
Figure 1.1. Too-Negative Risk Mindset
*Source:* Author’s creation.

Figure 1.2. Too-Positive Risk Mindset
*Source:* Author’s creation.
Risk Definitions

Risk has many interpretations that are influenced by the lens in which it is examined. The IIA defines risk as “the possibility of an event occurring that will have an impact on the achievement of objectives. Risk is measured in terms of impact and likelihood.” Another similar definition of risk comes from the Committee of Sponsoring Organizations of the Treadway Commission (COSO). COSO’s *Enterprise Risk Management - Integrating with Strategy and Performance* defines risk as “the possibility that events will occur and affect the achievement of strategy and business objectives.”

There are a couple of points I want to make about the definition of risk that internal auditors choose. First, the definitions listed above present risk in the context of uncertainty and consequences, but they do not depict it in terms of negative outcomes. Second, any relevant definition of risk must address the relationship between risk and organizational objectives. The identification and prioritization of risk—two key components of the risk assessment process—are inextricably linked with organizational objectives. I prefer a slightly modified version of The IIA’s definition of risk:

**Risk**—The possibility of an event or condition occurring that will have an impact on the ability of an organization to achieve its objectives.

This definition is simple and free of internal audit lingo, making it a business-friendly definition useful for dialogue with any audit client. In addition, it highlights the uncertain nature of risk, which is essential to recognize. Finally, this definition differentiates between “events”...
(e.g., natural disasters), which may be one-time, finite occurrences, and “conditions” (e.g., a dangerous work environment such as a mining operation), which may be ongoing and inherent to certain organizations.

Now that the definition of risk is established, let’s look at risk categories as a framework for identifying and analyzing different types of risks in your organization.